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with the City of Osaka as

its core forms an extensive pro-

duction and consumption area with a population of
approximately 21 million and plays a central role in
Japan’s industry and economy along with Tokyo
metropolitan district.

Located at the center of Osaka metropolitan
district, the Port of Osaka is linked with some 710
ports in more than 130 nations and areas mainly
by liner routes and handles the cargoes nearly 100
million tons per year that are directly transported
to its vast hinterland via efficient expressway and
highway networks, making the Port one of the
foremost international trade ports and the domes-
tic distribution centers of the nation.
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2004 Mid-Term Board
Meeting in Charleston
now being called

N behalf of President Struijs,
O Secretary General Dr. Inoue is

now calling IAPH Board mem-
bers to attend the 2004 Mid-Term Board
Meeting in Charleston.

The 2004 IAPH Mid-Term Board
Meeting will be held from Sunday, April
25 to Wednesday, April 28 at
Doubletree Guest Suites, Charleston,
South Carolina, U.S.A. The South
Carolina State Ports Authority will kind-
ly host the meeting.

Major functions of the Mid-Term
Board meeting are to examine the activ-
ities since the previous Conference and
to set out the format of the forthcoming
Conference in detail, such as registra-
tion fees and programs, and to lay
down the action programs towards the
next conference and onward. On top of
these vital aspects, issues related to
IAPH’s 50th anniversary and the “Ports
& Harbors” renewal project are of prime
importance for the forthcoming
Charleston Mid-Term Board Meeting.
In addition, there will be a new pro-
gram, a 3-hour session for views and
discussions on current issues from each
region.

Provisional Agenda of
Mid-Term Board Meeting
(April 27 - 28)

« Financial situation of IAPH

* Membership promotion

« 50th Anniversary

« Shanghai Conference 2005

« Intensifying relationship with interna-
tional organizations

« Ports & Harbors renewal project

« Security / ISPS Code

 Europe Office activity report

» Members’ Needs Survey by Long
Range Planning/Review Committee

« Others

The Mid-Term Board Meeting will be
preceeded by meetings of various
Internal and Technical Committees.

As of Feburary 28, following commit-
tees are planning to be held in
Charleston in the morning and after-
noon hours of Sunday, April 25.

Internal Committees
= Finance
= Long Range Planning/Review
= Membership
Sustainmment and Growth
= Communication and Networking
Technical Committee
= Port Safety, Environment and
Marine Operations
= Dredging Task Force
= Copmbined Transport, Distribution
and Logistics

Provisional Schedule

Sunday, April 25

9am.-12 p.m. Technical Committee
Meeting

2pm.—5pm.  Technical Committee
Meeting

6 p.m. — 7:30 p.m. Social Event: Cocktalil
Reception*

Monday, April 26

9am.-12 p.m. Technical Tour —
Harbor Tour
2p.m.-5pm.  Exchange of Views &

Discussions

6 pm.—7 p.m.  Evening Reception
7 p.m. — 8:30 p.m. Social Event: Welcome
to Charleston Dinner**
Tuesday, April 27

9am.-12 pm. Regional Board
Meetings

2p.m.-5pm.  Board Meeting: Session |

6 p.m.—9 p.m.  Social Event:
Lowcountry Oyster
Roast***

Wednesday, April 28
9am.-12 pm. Board Meeting: Session ||
2p.m.—5pm.  Board Meeting

(Reserved)

* A cocktail reception with light hors d'oeuvres will
be hosted in the restored home of John Rutledge,
one of the fifty-five signers of the U.S. Constitution.
Built in 1763, it is one of only fifteen homes
belonging to the signers that survive today.
America’s first president, George Washington, visit-
ed here in 1791, and an entry in his diary shows a
breakfast with Mrs. Rutledge. A draft of the U.S.
Constitution was written in the hotel's ballroom
where the reception will be held.

** The evening reception and dinner will be hosted at
the Old Exchange Building & Provost Dungeon.
Built in 1771, the Old Exchange Building is consid-
ered to be one of the three most historically signifi-
cant Colonial buildings in the United States. The
evening's events will be hosted in the Great Hall,
where South Carolina ratified the U.S. Constitution.

***Founded in 1681, Boone Hall Plantation has a
beautiful avenue of oak trees and one of the few
remaining slave streets in America with original
slave houses. The evening event will feature a
Lowcountry oyster roast, Plantation Singers, and
other regional dishes at the Plantation’s Cotton
Dock

Updates will be announced though our bi-
weekly Online Newsletter or please visit
http://www.iaph-charleston.com

]
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““Code of Practice on
Security In Ports™
IMO/ILO Draft finalized

Practice was reviewed and adopted by the Tripartite (governments, employers

P RODUCED by the joint IMO/ILO working group in July 2003, the draft Code of

and workers) Meeting of Experts on Security, Safety and Health in Ports held in

Geneva on December 8-17, 2003.

This draft Code pending formal adoption in March 2004 by ILO and in May 2004 by IMO
is designed to provide guidance to all those responsible for addressing security in the
entire port area beyond the immediate ship/port interface. It is not a legally binding

instrument.

This Code of Practice is the product of cooperation between IMO and ILO based on
Resolution No.8 adopted by the 2002 SOLAS Conference entitled “Enhancement of securi-
ty in cooperation with the International Labour Organization (Seafarers’ Identify docu-
ments and Work on the wider issues of Port Security). Mr. Fer van de Laar, Chair of
PSEMO (Port Safety, Environment and Marine Operations) and Mr. Peter van der Kluit,
Managing Director of IAPH European Office, took active part in the meeting.

The full text can be found at the IAPH website at:

http://www.iaphworldports.org/new/ messhp-cp-a.pdf

Final Draft

Code of Practice on Security in Ports
Tripartite Meeting of Experts on Security,
Safety and Health in Ports

Geneva, 2003

Preface

The Conference of Contracting
Governments to the International
Convention for the Safety of Life at Sea,
1974 (2002 SOLAS Conference) (London,
9-13 December 2002), adopted amend-
ments to the International Convention for
the Safety of Life at Sea, 1974 (SOLAS).
Amendments to SOLAS include a new
Chapter XI-2 on special measures to
enhance maritime security. Chapter XI-2
of SOLAS is supplemented by the
International Ship and Port Facility
Security (ISPS) Code, which contains,
inter alia, requirements that relate to the
security of the ship and to the immediate
ship/port interface. The overall security of
port areas was left to further joint work
between the International Labour
Organization and the International
Maritime Organization (IMO). Resolution
No. 8, adopted by the 2002 SOLAS
Conference, entitled “Enhancement of
security in cooperation with the
International Labour Organization (seafar-
ers’ identity documents and work on the
wider issue of port security)”, required the

4 PORTS AND HARBORS March, 2004

two additional elements shown in the
brackets to be addressed. This code of
practice is the product of this cooperation.

The ILO adopted at its 91st Session in
June 2003 the Seafarers’ Identity
Documents Convention (Revised), 2003
(No. 185). The Convention provides for a
uniform and global identity document that
will permit the positive verifiable identifi-
cation of the seafarer.

The Governing Body of the ILO at its
286th Session in March 2003, and the
Maritime Safety Committee of the IMO at
its 77th Session in May-June 2003, estab-
lished a working group of interested par-
ties to draft a Code of Practice relating to
security in ports. This draft was complet-
ed by the joint IMO/ILO working group in
July 2003. The Governing Body of the ILO
also agreed that the output of this work-
ing group should be formalized at a meet-
ing of experts to be held in 2003 and
adopted at that meeting. The working
group consisted of representatives from
employers, workers and governments
along with other organizations with a
proper interest in the development of the

subject. A draft text was circulated to
member States for comments in October
2003, before the meeting of experts, and
those comments were collated and sum-
marized for the experts in December 2003.

This Code of Practice is not a legally
binding instrument and is not intended to
replace national laws and regulations. It
is not intended to affect the fundamental
principles and rights of workers provided
by ILO instruments or the facilitation of
workers’ organizations’ access to ports,
terminals and vessels.

The practical recommendations con-
tained in this Code have been designed to
provide guidance to all those responsible
for addressing the issue of security in
ports. This Code will assist in the identifi-
cation of the roles and responsibilities of
governments, employers and workers.
The Code provides a proactive approach
to security in ports and follows, where
practicable, the practice and principles
identified in SOLAS Chapter XI-2 and the
ISPS Code.

1. Introduction

1.1. The objective of this code of practice
(COP) on security in ports is to
enable governments, employers,
workers and other stakeholders to
reduce the risk to ports from the
threat posed by unlawful acts. The
COP provides a guidance framework
to develop and implement a port
security strategy appropriate to
identified threats to security.

1.2. The COP on security in ports is part
of an integrated approach to port-
related security, safety and health
issues where security fits into exist-
ing health and safety guidance doc-
uments.

1.3. This COP is intended to promote a
common approach to port security
amongst member States.

1.4. This COP is intended to be compati-
ble with the provisions of SOLAS,
the ISPS Code and resolutions
adopted by the 2002 SOLAS
Conference. Where terms used in
this COP differ from those contained
in the ISPS Code, they are specified.

1.5. This COP is not intended to replace
the ISPS Code. It extends the consid-
eration of port security beyond the
area of the port facility into the
whole port.

1.6. The measures proposed within this
COP will apply to the entire port,
including port facilities, as defined in
the ISPS Code; however, they should
not replace the security measures in
place within the port facility. The
PSA and PSP should take into
account the security measures in
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1.7.

18.

1.9.

1.10.

place within the port facilities, pay-
ing specific attention to the relation-
ship between each port facility and
the rest of the port.
This COP provides a method of iden-
tifying potential weaknesses in a
port’s security and outline security
roles, tasks and measures to deter,
detect and respond to unlawful acts
against ports serving international
traffic and maritime operations by:

1.7.1. Recommending that a security
assessment is carried out by an
appropriate authority in each
port.

1.7.2. Recommending that a port securi-
ty advisory committee be formed.

1.7.3.Recommending that a security
plan be produced covering the
issues identified in the assessment
and identifying appropriate securi-
ty measures to be implemented.

1.7.4. Applying security guidelines to all
areas and functions of the port,
and those working in, having busi-
ness with and requiring access to
the port or transiting through the
port. This includes port workers
and other port personnel, seafar-
ers, passengers and passengers’
baggage, cargo, material and
stores, vehicles and equipment
originating from within and out-
side the port area.

1.7.5. Promoting security awareness in
the port and the training of per-
sonnel appropriate to their roles
and responsibilities.

1.7.6. Maximizing the effectiveness of
security measures through sys-
tematic drills, exercises, tests and
audits of security procedures to
identify and correct non-compli-
ance, failures and weaknesses.

The port security guidelines in this
COP may also form a basis for secu-
rity in domestic ports and maritime
operations.
The COP should be aligned with
member States’ security and safety
strategies. Nothing in this document
is intended to prejudice the rights or
obligations of States under interna-
tional law or to compromise the
responsibility of national and local
security organizations or other
authorities and agencies to protect
the safety and rights of people, prop-
erty and operations within their area
of jurisdiction.
This COP is not intended to affect
the fundamental principles and
rights of workers provided by ILO
instruments or the facilitation of
workers’ organizations’ access to
ports, terminals and vessels.

1.11. This COP does not affect obligations

to comply with applicable national
laws, regulations and rules.

2. Scope and definitions

2.1.

2.2

2.3.

2.4.

2.5.

2.6.

2.1.

2.8.

2.9.

Scope. This COP applies, as appro-
priate, to all persons, organizations
or entities operating in, transiting
through or having any other legiti-
mate reason to be in the port.
Definitions used in this part of the
COP are, to the extent practicable, in
keeping with those contained in the
International Convention for the
Safety of Life at Sea (SOLAS), 1974,
as amended. For ease of reference
certain terms used in this COP are
defined in this section.
Port. For the purposes of this code,
port means:
“The geographic area defined by the
member State or the designated
authority, including port facilities as
defined in the International Ship and
Port Facility Security (ISPS) Code, in
which maritime and other activities
occur.”
Designated authority. The govern-
mental organization(s) or the admin-
istration(s) identified within the
member State responsible for the
security of ports.
Security. A condition whereby the
level of risk is deemed acceptable.
Threat. The likelihood that an
unlawful act will be committed
against a particular target, based on
a perpetrator’s intent and capability.
Security incident. Any act or circum-
stance affecting the security of a
port.
Security level. The qualification of
the degree of risk that a security
incident will be attempted or will
occur.
2.8.1.Security level 1 — The security
level for which minimum appro-
priate protective security mea-
sures shall be maintained at all
times.
2.8.2.Security level 2 — The security
level for which appropriate addi-
tional protective security mea-
sures shall be maintained for a
period of time as a result of
heightened risk of a security inci-
dent.
2.8.3.Security level 3 — The security
level for which further specific
protective security measures shall
be maintained for a limited period
of time when a security incident is
probable or imminent although it
may not be possible to identify the
specific target.
Port security officer (PSO). » The

2.10.

2.11.

2.12.

2.13.

2.14.

2.15.

person or persons tasked to manage
and coordinate security in the port.
Port security advisory committee
(PSAC). A committee established
by the member State or the desig-
nated authority responsible, inter
alia, to act as a security consultative
body and to be involved in the con-
tinuous development and implemen-
tation of the port security plan.

Port security assessment (PSA). A
comprehensive evaluation by the
member State or the designated
authority of threats, vulnerabilities,
capabilities, preparedness and exist-
ing security measures related to a
port, forming an essential and inte-
gral part of the process of develop-
ing a port security plan.

Port security plan (PSP). A written
document that describes the mea-
sures the member State or the desig-
nated authority and members of the
port community should take to
reduce vulnerabilities, deter threats
and respond to security incidents. It
should address issues impacting
upon the security of the port and,
where applicable, may take into
account issues relating to any port
facility security plan or other security
plan.

Port facility. A location as deter-
mined by the member State or by
the designated authority where the
ship/port interface as described in
the ISPS Code takes place.
Infrastructure. Is used in its broader
meaning, which includes super-
structures, services and other instal-
lations.

Security sensitive information.
Information, the disclosure of which
would compromise the security of
the port (including, but not limited
to, information contained in any per-
sonnel-related file or privileged or
confidential information that would
compromise any person or organiza-
tion).

Y The definition of port facility security officer is
contained in Part A of the ISPS Code, p. 8, item
218

3. Aim of security measures

3.1.

3.2.

The aim of port security measures is
to maintain an acceptable level of
risk at all security levels.

Security measures should be
devised to reduce risks and should
in the main revolve around proce-
dures to establish and control access
to restricted areas and other vulner-
able or sensitive key points, loca-
tions, functions or operations in the

PORTS AND HARBORS March, 2004 5
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3.3.

port.

Some examples of the aim of securi-

ty measures that may be considered

are to:

3.3.1. Prevent access to the port by per-
sons without a legitimate reason
to be there and prevent those
persons with legitimate reasons to
be in the port from gaining illegal
access to ships or other restricted
port areas for the purpose of
committing unlawful acts.

3.3.2. Prevent introduction of unautho-
rized weapons, dangerous or haz-
ardous substances and devices,
into the port or vessels using the
port.

3.3.3. Prevent personal injury or death,
or damage to the port, port facili-
ty, ship or port infrastructure by
explosive or other devices.

3.3.4. Prevent tampering with cargo,
essential equipment, containers,
utilities, protection systems, pro-
cedures and communications sys-
tems affecting the port.

3.3.5. Prevent smuggling of contraband,
drugs, narcotics, other illegal sub-
stances and prohibited material.

3.3.6. Prevent other criminal activities,
such as theft.

3.3.7. Protect against the unauthorized
disclosure of classified material,
commercially proprietary informa-
tion or security sensitive informa-
tion.

4. Security policy

4.1

4.2.

6

Member States should produce a
“ports security policy statement”
that provides the foundation to
develop directives, rules and regula-
tions as appropriate. Port security
policies should take into account rel-
evant international conventions,
codes and other established national
practices.

Member States should develop a

security policy and ensure a legal

framework is in place to carry out
the provision of this code of practice.

The security policy should address

the member States’ measures to:

4.2.1. Promote regional and internation-
al cooperation.

4.2.2. Encourage maximum stakeholder
participation in policy develop-
ment.

4.2.3. Provide adequate resources to
effectively implement and sustain
security policy.

4.2.4. Recognize the importance of the
human element; safety and securi-
ty awareness, training and skill
development.

4.2.5.Recognize the interdependence

PORTS AND HARBORS March, 2004

4.3.

between security and public safe-

ty, economic development and

protection of the environment.
The security policy should be period-
ically reviewed and updated to
reflect changing circumstances.

5. Roles and tasks

5.1.

52

The member State. In addition to
the development of a security policy,
the member State should:

5.1.1. Identify the designated authority
for each port required to have a
port security plan.

5.1.2. Ensure the establishment of a port
security advisory committee and
the nomination of a port security
officer.

5.1.3. Nominate the persons responsible
for port security operations in a
specific port, as appropriate.

5.1.4. Ensure that a port security assess-
ment is carried out.

5.15. Approve port security assess-
ments and any subsequent amend-
ments thereto.

5.1.6. Ensure that port security plans are
properly developed, implemented
and periodically reviewed and
maintained.

5.1.7. Set and communicate the appro-
priate security level.

Member States may delegate any

of the functions referred to in 5.1.2

through 5.1.6 above to the desig-

nated authority.

Port security officer (PSO). Tasks of

the PSO should include, inter alia,

the following:

5.2.1. Conducting an initial comprehen-
sive security survey of the port,
taking into account the relevant
port security assessment.

5.2.2.Ensuring the development and
maintenance of the port security
plan.

5.2.3. Implementing the port security
plan.

5.24.Undertaking regular security
inspections of the port, to ensure
the continuation of appropriate
measures.

5.2.5. Recommending and incorporating,
as appropriate, modifications to
the port security plan in order to
correct deficiencies and to update
the plan to take into account rele-
vant changes to the port.

5.2.6. Enhancing security awareness and
vigilance of the port’s personnel.

5.2.7.Ensuring that adequate training
has been provided to personnel
responsible for the security of the
port.

5.2.8. Reporting to the relevant authori-
ties and maintaining records of

5.3.

security incidents that affect the
security of the port.

5.2.9. Coordinating implementation of
the port security plan with the
appropriate persons or organiza-
tions.

5.2.10.Coordinating with security ser-
vices, as appropriate.

5211Ensuring that standards for per-
sonnel responsible for security of
the port are met.

5.212.Ensuring that security equipment
is properly operated, tested, cali-
brated and maintained.

Port security advisory committee

(PSAC). A PSAC should be estab-

lished for every port, where applica-

ble, with full terms of reference. The

PSAC should act as a consultative

and advisory body with a designat-

ed chairperson. The PSAC should
cooperate with applicable safety and
health committees, as appropriate.

The PSAC’s role should be to (as

appropriate but not limited to):

5.3.1. Advise on the implementation of
the port security plan and assist in
conducting the port security
assessment.

5.3.2. Coordinate, communicate and
facilitate implementation of the
applicable security measures
required by the port security plan.

5.3.3. Provide feedback on the imple-
mentation, drills and exercises,
testing, security training and peri-
odic updates of the port security
plan.

5.3.4.Ensure its membership reflects
the operational functions of the
port and includes, as appropriate:

5.34.1. The PSO and PFSO(s).

5.3.4.2. National and local government

border control authorities and
security agencies.

5.3.4.3. Police and emergency services.

5.3.4.4. Workers’ representatives. ?

5.3.4.5. Ship operator representatives.
5.3.4.6. Representatives of commercial
concerns and tenants.

5.3.4.7. Trade associations.

5.3.4.8. Other relevant parties.

2 Throughout this text, when the term “workers’

representatives” is used, it refers to Article 3 of
the Workers' Representatives Convention, 1971
(No. 135), which reads as follows:

For the purpose of this Convention the term
“workers' representative” means persons who
are recognized as such under national law or
practice, whether they are: (a) trade union repre-
sentatives, namely, representatives designated or
elected by trade unions or by the members of
such unions; or (b) elected representatives, name-
ly, representatives who are freely elected by the
workers of the undertaking in accordance with
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provisions of national laws or regulations or of col-
lective agreements and whose functions do not
include activties which are recognized as the
exclusive prerogative of trade unions in the coun-
try concerned.

6. Security level

6.1.

6.2.

6.3.

The appropriate security level is
determined by member States. The
security measures to be adopted
appropriate to the security level
should be outlined in the port secu-
rity plan.
Changes in the security level
should be quickly communicated to
those with a need to know in
response to a perceived or actual
change in threat information.
In the event of a change in security
level, the PSO should act in accor-
dance with the PSP, and verify that
the requirements of the PSP and any
additional or special security proce-
dures appropriate to the particular
threat are actioned. For example:

6.3.1. Security level 1 measures may
include random personnel, bag-
gage, material and stores and vehi-
cle screening, and implementation
of access and movement control.

6.3.2. Security level 2 measures may
include increased frequency of
screening, more robust monitor-
ing of the port, and more strin-
gent access and movement con-
trol measures.

6.3.3. Security level 3 measures may
include 100 per cent screening,
increased identification checks,
temporary cessation of certain
port activities and/or imposing
vessel traffic control measures,
restricting access to certain areas,
deployment of security personnel
to key infrastructure, etc.

7. Port security assessment

7.1.

(PSA)

The port security assessment should

be carried out by persons with the

appropriate skills and should include
the following:

7.1.1. Identification and evaluation of
critical assets and infrastructure
that it is important to protect.

7.1.2. Identification of threats to assets
and infrastructure in order to
establish and prioritize security
measures.

7.1.3. Identification, selection and priori-
tization of measures and proce-
dural changes and their level of
acceptance in reducing vulnerabili-
ty.

7.14.1dentification of weaknesses,
including human factors, in the

7.2

infrastructure, policies and proce-
dures.

7.15. Identification of perimeter protec-
tion, access control and personnel
clearance requirements for access
to restricted areas of the port.

7.1.6. Identification of the port perime-
ter and, where appropriate, the
identification of measures to con-
trol access to the port at various
security levels.

7.1.7. Identification of the nature of the
expected traffic into or out of the
port (e.g. passengers, crew,
ship/cargo type).

One example of a method and risk-

based tool to assist in preparing a

port security assessment is included

in Appendix A. Other tools may be
used.

8. Port security plan (PSP)

8.1.

8.2.

8.3.

8.4.

The port security plan should be

based on the PSA and include:

8.1.1. Details of the security organiza-
tion of the port.

8.1.2. Details of the port’s links with
other relevant authorities and the
necessary communications sys-
tems to allow the effective contin-
uous operation of the organiza-
tion and its links with others.

8.1.3. Details of security level 1 mea-
sures, both operational and physi-
cal, that will be in place.

8.1.4. Details of the additional security
measures that will allow the port
to progress without delay to secu-
rity level 2 and, when necessary,
to security level 3.

8.1.5. Provision for the regular review,
or audit of the PSP and for its
amendment in response to expe-
rience or changing circumstances.

8.1.6. Details of the reporting proce-
dures to the appropriate member
States’ contact points.

8.1.7. Details of the necessary liaison
and coordination between the
PSO and any PFSOs.

8.1.8. Identification of restricted areas
and measures to protect them at
different security levels.

8.1.9. Procedures for the verification of
identity documents.

8.1.10.Requirements for drills and exer-
cises carried out at appropriate
intervals to ensure the effective
implementation of the PSP.

The PSP should refer to, and take

into account, any other existing port

emergency plan or other security
plans.

The PSP should be protected from

unauthorized access or disclosure.

One example layout and content of a

port security plan is included in
Appendix B.

9. Physical security of the port

9.1

9.2.

9.3.

9.4.

9.5.

10.

At each security level, the PSP
should identify the location of
restricted areas, key points, vulner-
able areas and critical functions in
or associated with the port and the
physical protection and access con-
trol procedures and access docu-
ments required to reduce the level
of risk.
Areas designated, as “restricted
areas” in the PSP should be delin-
eated as such with appropriate
warning signs, markings, and as
appropriate to the security level in
force, barriers and access control
points.
Access control procedures should
be established for restricted areas
of the port for any person, vehicle,
vessel, cargo, material, equipment
and stores inbound or outbound
whether from adjacent property,
waterway or from outside the port.

The PSP should define the proce-

dures for:

9.4.1. The issuance, verification and
return of access documents, at no
cost to the workers.

9.4.2. The details of verification to be
made regarding those persons
required to be provided with or
issued, access documents.

9.4.3. The appropriate authorized access
control requirements for each
restricted area and level of access.

9.4.4. The reporting of lost, missing or
stolen documents.

9.4.5. Dealing with the misuse of access
documents.

These procedures should also cover
temporary personnel, contractors
and visitors at each security level.
The seafarers’ identification docu-
ment, issued in accordance with
the Seafarers’ Identity Documents
Convention (Revised), 2003 (No.
185), would meet all requirements
of this COP for the purposes of
identification and access.
Where it is necessary to combine
security aspects of the PSP and the
PFSP, then these should be clearly
identified in the PSP. These proce-
dures should ensure that the secu-
rity requirements are compliant
with national and international cus-
toms and export regulations.

Security awareness and
training

10.1. Security awareness is vital to the

safety, security and health of port
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personnel and others having a place
of work in the port, who should be
made aware of their responsibilities
to fellow workers, the port communi-
ty and the environment. Appropriate
training of personnel working in the
port should maximize personal
awareness of suspicious behaviour,
incidents, events or objects when
going about their daily tasks and the
invaluable contribution to be made
to the security of the port and its
personnel by each individual.
Included should be clear lines for
reporting such matters to supervi-
sors, managers or appropriate
authorities. Additional or special
training may be required for people
in particular roles.
10.2. Training may be focused on particu-
lar roles and tasks in the port or at
external facilities serving the port
such as:
10.2.1.Security and law enforcement
personnel.

10.2.2.Stevedores and all those handling,
storing and transporting or com-
ing into contact with passengers,
freight, cargo, material and stores
or ships.

10.2.3.0Other associated roles and tasks
where personnel do not come
into direct contact with passen-
gers, freight, cargo, material and
stores or ships as a matter of
course but who are in administra-
tive and support roles in the port
or at associated facilities.

10.3. Consideration should also be given
to circumstances where it would be
ineffective or contrary to good secu-
rity practice to train or give addition-
al information to those without a
direct need to know.

11. Confidentiality and non-disclo-

sure of information
Contracts of employment or organization-
al rules should contain provisions requir-
ing personnel not to divulge security-
related information on the port, security
training, access control systems, locations
of security or communications equipment
and routines or business of the port to
persons who do not have a direct need to
know.

Appendix A: The Port Security Assessment
(PSA) 9 pages

Appendix B: The Port Security Plan (PSP)
4 pages

Appendix C: References 1page
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The “ISPS Code Q&A Board”
awaits your active
participation!

HE “Question & Answer Board -

I Implementation of ISPS Code”

was established on January 19,
2004 in the Members Area of the IAPH
website to facilitate the exchange of rel-
evant information and experience among
the IAPH member ports.

In less than a month since its estab-
lishment, we have already witnessed
active online discussions, mainly the
asking and answering questions on vari-
ous aspects of implementing the code,
the new IMO requirements, as follows.

1) What is the competent party for con-
ducting work related to implementing
the Code?

2) It there a sample of PFSA approval
format?

3) Is a draft copy of a port security plan
available?

4) A template for carrying out PFSP?

5) What if a port does not comply by the
deadline?

It is sincerely hoped that this online
forum will serve as a useful communica-
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tion tool for the membership to exchange
relevant information and experience on
the subject for sharing better practice
and for making it to the deadline of July
1, 2004.

To add your input, please visit the
IAPH website at: http://www.iaphworld-
ports.org Clicking on the blue-colored
button saying “Q&A Board - ISPS Code”
on the top page of the site will instantly
take you to the discussion board. If you
are engaged in security-related matters,
you are encouraged to raise any relevant
topic for online discussion.

As this forum is only accessible by
IAPH members with a User ID and
Password, it is a secure place for you to
express your ideas and thoughts and
experience with your colleague mem-
bers. If you have forgotten your ID and
Password, please write contact us at
info@iaphworldports.org, In parallel with
this web-based online discussion board,
the IAPH Port Security Bulletin is has
been revived to update IAPH members
on what is being discussed in a timely
and concise manner via email.
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IAPH Bursary
Scheme 2004

ports in developing countries when they are sending their staff to take up train-

F OR more than two decades, IAPH has offered financial assistance to member

ing courses overseas that are available in ports or port training institutes which
are members of or affiliated with IAPH. Started in 1980, the IAPH Bursary Scheme has
assisted more than 100 people from its developing member ports.
This has been conducted by the Human Resources Development Committee with the
Chair, Mr. Eddy Bruyninckx, Chief Executive Officer, Antwerp Port Authority.
For your reference listed below are training institutes applicable under this sheme,

and their traning schedule for 2004.

It is hoped IAPH Bursary Scheme will assist member ports to enhance their human
resource, and we are awaiting for your earliest application.

The IAPH Bursary Scheme

Object

The object of the Scheme is to pro-
vide financial assistance towards the
cost of sending selected applicants
from IAPH member ports in developing
countries on approved training courses
overseas that are available in ports or
port training institutes which are mem-
bers of or affiliated with IAPH.

The Bursary Award

Subject to the availability of funds, a
maximum of ten (10) bursaries for each
program year, not exceeding US$3,500
each, may be awarded to such appli-
cants who meet and satisfy the condi-
tions for entry.

Conditions for Entry

1. The applicant should not be older
than 45 years of age and must have
been employed at junior, middle or
senior management level by an IAPH
member port for at least three years.

2. The application must be submitted
in accordance with the suggested
format, accompanied by a brief
description of how the proposed
training would benefit the applicant
and his/her port and by evidence
that the applicant has been provi-
sionally accepted for the proposed
training course* of the particular
institute. To ensure the applicant is
duly endorsed by his/her port, the
application must be submitted by
the port’s chief executive officer on
behalf of the applicant.

* Note: An updated list of approved
training institutes is posted on the
homepage of IAPH:
http://www.iaphworldports.org

3. In estimating the costs to be

incurred for the proposed training,
the course/tuition fees, accommoda-
tion and living expanses should be
quoted, excluding international air-
fares or other forms of primary travel-
ing costs. If the estimated total cost
exceeds US$3,500, the port chief
executive must submit a written
statement that the balance shall be
borne by the applicant’s organiza-
tion.

. The application must be submitted

at least 60 days before the com-
mencement of the proposed training
course. In this context, the applicant
should be made aware of the time
required for making the necessary
arrangements for obtaining visas for
foreign travel.

. The final decision on awarding a

bursary rests with the Chairman of
the Committee on Human Resources.
As soon as such a decision is made,
the applicant will be informed of the
result by the IAPH Secretary General
through the chief executive officer of
his/her port. At the same times, the
Secretary General will take the nec-
essary steps to disburse the
approved funds from the Special Port
Development Technical Assistance
Fund, the remittance of which is to
be made directly to the training insti-
tute involved. The recipient will be
required to account for all expendi-
tures and to reimburse any monies
not spent out of the bursary.

. For the purpose of making this finan-

cial assistance available to as many
applicants as possible, those who
have already been awarded a bur-
sary will in principle not be consid-
ered, For the same reason, the num-
ber of bursaries to be awarded to

any member port will not be more
than one (1) in any two-year period.

7. After completion of the training

course, each recipient must submit
to the IAPH Secretary General a
report on his/her participation in the
training within one month of the end
of the course. Such reports will be
published in the magazine “Ports
and Harbors”.

L of IAPH-affiliated
ucational/Training
Institutes

List
EC

APEC-Antwerp/FLANDERS PORT
TRAINING CENTER

Australian Maritime College (AMC)
Delft University of Technology
Institut Portuaire du Havre (IPER)
International Program for Port
Planning & Management (IPPPM)
Institute of Transport & Maritime
Management Antwerp (ITMMA)
NTUA School of Naval Architecture
and Marine Engineering, Maritime
Transport

PSA Institute

Romanian Maritime Training Center
(MTC)

Technical & Managerial Port
Assistance Office (TEMPO)

World Maritime University (WMU)

Training Seminars held by

The American Association of Port
Authority (AAPA) and European Sea
Ports Organisation (ESPO) are also
applicable, though they are not
training institute.

2004 Seminar Schedule

APEC Seminars

Port and Freight Railway
Management

March 8 - 19

Port Security

April 19 - 30

IT, EDI, and Internet in Transport
Business

May 10 - 21

Container Terminal Management
May 31 - June 11

Tasks and Responsibilities of
Forwarders, Agencies and Shipping
Lines

June 14 - 26

Port Environmental Protection
Technology

September 06 - 17

PORTS AND HARBORS March, 2004 9
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* New Developments in Port
Engineering
October 11 - 22

« Gestion Portuaire (in French)
November 15 - 26

» Port Logistics
December 06 - 17

For further information:
APEC (Antwerp/Flanders Port Training
Center)
Italiglei 2
B-2000 Antwerp, Belgium
Tel: +3232052322
Fax: +323205 2327
E-mail: apec@haven.antwerpen.be
URL: http://www.portofantwerp.be/apec

IPER Seminars

» Port Competition and Strategic
Management
April 5-16

e Improving Container Terminal
Operations
May 3-7

» Engineering and Regulation of Port
Concessions
May 10 - 14

¢ New Partnership in Port
Organisation
June 2 -4

» Port Finance
June 7-18

* The Advanced Course on Port
Operations and Management*
September 6 — October 8

LIVERPOOL WATER WITCH MARINE
AND ENGINEERING COMPANY LIMITED

ESSENTIAL EQUIPMENT FOR THE WORLD’S
PORTS AND HARBOUR AUTHORITIES

A TRUE MULTI PURPOSE WORKBOAT, TIME TESTED

OVER 35 YEARS IN 16 COUNTRIES

We have attachments for the following:

® SURFACE DEBRIS * CRANE
¢ OIL SPILL RECOVERY * WORK PLATFORM
® OIL DISPERSANT SPRAYING ® AQUATIC VEGETATION

* DREDGING
* TUG
® FIRE BOAT/SALVAGE

* |CE BREAKER
* BOOM DEPLOYMENT

® HIGH PRESSURE STEAM CLEANER

« Planning, Operating and Monitoring
Port Terminalls
October 18 — 29

« Implementation of Logistic
Platforms in Ports
November 15 - 19

« The Management of Port Equipment

November 22 — 26

For further information:
IPER (Institut Porttuaire D’Enseignement
et de Recherche)
30 rue de Richeilieu
76087 Le Havre Cedex
France
Tel: (0)235412570
Fax: (0)235412579
E-mail: iper@esc-lehavre.fr
URL: http://ma-cci.com/iper/

International Program for
Port Planning and
Management (IPPPM)

¢ Port Planning and
Management International
Training Program
May 17 — 28

For further information:
Director, IPPPM
CUPA/LUTEC - University of New
Orleans
New Orleans, LA 70148
USA.
Tel.. +001 504 280 6519
Fax:  +001 504 280 6272
E-mail: psimon@uno.edu.
URL:  http://www.uno.edu/cupa/
ipppm.html

&

a .-";‘-

ITMMA Short-Term
Specialized Courses

* Hinterland Transportation
March 29 — April 1

For further information:

Prof. Dr. Theo Notteboom

Associate Professor

Co-ordinator, Short-Term Specialized

Courses

University of Antwerp

ITMMA House, Keizerstraat 64, B-2000

Antwerp

Tel: +32(0) 32755151

Fax:  +32(0) 3 275 5150

E-mail: itmma@ua.ac.be or
theo.notteboom@ua.ac.be

URL: http://www.itmma.ua.ac.be

PSA Institute Training
Courses

* Port Management & Operations
Course
June 7 - 18

¢ Understanding and Applying IMDG
Code
August 2 - 6

For further information:
Training Manager
PSA Institute
#03-02 PSA Vista
20 Harbour Drive, Singapore 117612
Tel: +656771 7331
Fax: +656771 7320
E-mail: pi@psa.com.sg
URL: http://www.psa.com.sg

. WATER WITCH®

WORKBOATS

[ POLLUTION CONTHOL VESSEL

4-6 LIGHTBODY STREET, LIVERPOOL, L5 9UZ, ENGLAND e TEL: +44(0)-151-207-4874 = FAX: +44(0)-151-298-1366 » www.waterwitch.com
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Committee Report

Legal Protection Committee

October 27, 2003, Rotterdam

Bruno Vergobbi

Chair
Legal Protection Committee

DRAFT MINUTES

Present :

* Mr René Bos
Port of Rotterdam

* MrJacques Braems
Port of Dunkirk Authority

¢ Mr Michael Foster
TT Club

e Mr Takehisa Nakagawa
Kobe University

e Mrs Anthi Klerides
Lawyer, Cyprus Port Authority

¢ Mr Bruno Vergobbi
Port of Dunkirk Authority

e Mr Frans van Zoelen
Port of Rotterdam

Excused :

¢ Dr Marcel-Yves Le Garrec
Port of Bordeaux Authority

e Mr Geoffrey Vazey
Port of Auckland

e Mr Brian Watt
Maritime Safety, South Africa

Opening

The Chairman, Bruno Vergobbi, wel-
comed new participant Takehisa
Nakagawa, Professor of Law at Kobe
University-Japan. He also indicated that
Brian Watt was appointed as a CLP mem-
ber but unfortunately he did not have the
opportunity of attending this meeting.
This new member who was proposed by
PMAESA is already involved in IMO relat-
ed works and will contribute his fruitful
experience to our discussions.

He also welcomed René Bos from
Rotterdam, who attended the last IMO
LEG meeting in October. He will report on
that event during this meeting.

1. Approval of the Agenda
No remarks concerning the agenda,
which was approved.

2. Approval of the minutes of the last
meeting in Durban 24th May 2003
Jean Mongeau asked to modify section

6-2 page 5 by writing “the Montreal Port

Authority had a long discussion with the

federal government to clearly establish

the responsibility for security”. This
revised version is attached with this docu-
ment. Concerning the annex 3 on PIC

Procedure, Michael Foster proposed to

contact him directly for any observations

or questions.

3. Matters arising from the minutes
Nothing was raised.

4. Follow-up of the legal question on the
agenda of the 86th Session of IMO
From October 13 to October 17 the

IMO-LEG committee met in London with

some questions of particular interest for

our committee. René Bos from Rotterdam
attended this meeting and presented his
report concerning, in particular, the inter-

im CMI report on places of refuge (see

attached Annex 1).

Concerning Places of Refuge, Frans
van Zoelen pointed out that there was
only one reaction so we do not have
enough examples to build a position. The
chairman confirmed that Le Garrec will
attend the next CMI meeting in London
with van Zoelen and with a representa-
tive of ESPO.

Indeed it seems that a gap exists as if
conccrns covering the cost of oil pollution
of a ship in distress when a non-tanker
ship enters a port. It is estimated that 10%

of such cases are not covered by insur-
ance.

It also appears that each country is hav-
ing discussions at a national level to des-
ignate places of refuge, but the results are
not generally made public.

Vergobbi said that every port can be a
port of refuge depending on the type and
size of the ship and it is not necessary to
set a list in advance.

In France, the decision to accept a ship
is made by the Prime Minister’s Cabinet
in case of conflict between the port
authority and the administration and on
principle the State picks up the costs.

CMI asked for a new instrument.

It should be noted that the process for
accepting a ship is very quick, especially
in cases of emergency.

Foster indicated that the UK system is
similar to the French’ but the port cannot
charge back the cost to the state if the
port has agreed to accept a ship.
According to UNCLOS a State is obliged
to accept a ship in distress but not to bear
the induced costs.

Van Zoelen estimated that the CMI
should take a position concerning the
picking up of the cost by the State.

Foster had an insurance-oriented
approach and he considered that an addi-
tional fund of a P & | Club should meet the
expenses not already covered because it
is difficult to ask for more money from the
ship owner. The same approach applies to
ports since small ports are not able to
bear additional charges.

Van Zoelen proposed to prepare a
paper with Le Garrec and to circulate it
for remarks. Afterwards it could be pre-
sented as the CLP position.

Vergobbi indicated that ESPO will join
the IAPH delegation to the CMI meeting
in November.

Van Zoelen indicated that CMI does not
seem to be in favour of a new instrument
so we have to present a position.

Wreck removal

A text has been prepared and will be
submitted for a 2004-2006 Diplomatic
Conference.

5. Report to PMAESA

The report to PMAESA on the work of
the IMO’ Maritime Environment
Protection Committee circulated with the
agenda, and was considered as not rele-
vant for our committee.

Concerning the ratification of the con-
vention on bunker spills under the 1992
Protocol, Vergobbi stressed that it was in
the ports’ interest that the government
should ratify the convention; that is why a
lobbying action was engaged by IAPH
secretariat to ask members to lobby their
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respective governments. Results of this
action were unknown at this time.

6. Implementation of a database on
international conventions

The implementation of a legal database
has been on the CLP’ agenda several
times since we organised in 2001 a survey
to know what were the legal needs of the
ports and what added value CLP may
bring for IAPH members.

The implementation of a legal database
was approved in principle during the
Durban CLP meeting and a provisional list
of conventions and information was
attached with the minutes of the CLP
meeting in Durban on May 24th 2003.

It was agreed that this meeting may
discuss the ways and means to put this
project into effect.

Braems proposed to look for a law stu-
dent to prepare this work.

Vergobbi indicated that the secretary-
general, Satoshi Inoue, was able to secure
a budget for this project and thought that
a law student would be more flexible than
an expert.

Van Zoelen expressed the need to pre-
sent the mechanism of ratification
because many port managers are not fully
familiar with this matter.

Foster stressed that updating a data-
base is a time-consuming, expensive
process and he wondered whether it
would be possible to use a private insti-
tute (law firm) or a maritime law depart-
ment of a university. He also said that
some sponsoring may regurired to imple-
ment a database.

Vergobbi thought it was desirable to
set up an e-mail group for this project and
asked Braems to investigate further on
this project.

7. UNCITRAL work

The following points were stressed
after a general discussion during the 40th
session of the working group on electronic
commerce, concerning the preparation of
a draft convention:

- The consultation of business entities from
various sectors suggested that an interna-
tional instrument would promote confi-
dence in business relationships.

- However, contracting by electronic
means is not fundamentally different from
a hard copy instrument.

- The lack of experience in electronic con-
tracting is the main problem.

- Perhaps an international instrument is not
the best approach. We can propose
model clauses, guidelines.... which offer
more flexibility.

However the two approaches are not
mutually exclusive and therefore, a
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revised version will be proposed for the
42nd session in Vienna on November 17-
21, 2003.

8. Preparation of the combined meeting
with PSEMO during the afternoon
Chairman Bruno Vergobbi indicated

that we are in a position of demand from

other technical committees on the legal
question. We received very few requests
from other groups and therefore, during
the Durban conference, it was decided to
hold a joint meeting with PSEMO.
Vergobbi, who had another meeting at
the same time, asked Van Zoelen to
replace him during the afternoon session.

9. Date and place of the next meeting

The next meeting will take place during
the Midterm Conference in Charleston on
Sunday, April 25th 2004.

10.Other business

A paper prepared by R. Rezenthel,
Legal Counsellor in Dunkirk, concerning
Security in Ports was circulated.

This paper will be on the agenda of the
next CLP meeting.

Annex 1

Report of René BOS concerning the pre-
sentation of the CMI report during the
IMO-LEG meeting October 13-17, 2003

There are two general principles of internation-
al law:

1) The duty to assure the safety of ship and
of those who are on board (oldest princi-
ple).

2) The protection of the maritime environ-
ment (new principle).

This conflict has to be solved.

The guidelines are not optimal concerning the
liability and compensation problems (L-C).

The work of CMI is still on going. CMI has a
more comprehensive report to prepare; this is
only an interim-report, which will be discussed
at the next CMI working meeting on
November 17th. Furthermore, CMI will discuss
the matter in an international convention
(6/2004 — Vancouver -Canada).

While this is an on going work, this is not an
excuse for not adopting this guideline, so
through the present delegation the CMI invited
the national maritime law associations to join
the meeting of CMI on the 17th.

It has to be stressed that the guidelines are
dealing with the technical aspects of Places of
Refuge. It is an on going project as it relates to
L-C questions. At the moment CMI is working
on the responses. This is submitted on restrict-
ed responses and will be supplemented. The
remarks from each country are summarised

hereafter:

0 Spain
Spain wants that the guidelines to be adopted
asap.

Spain wants to point out that proposals submit-
ted by Spain should be disconnected from the
guidelines. If there are uncertainties from a legal
point of view, what are the consequences for
the establishment of Places of Refuge? Are the
existing international instruments for ships in
distress sufficient? Are they adequate to cover
all situations? Legal gaps have to be bridged.
Spain states that the existing international
instruments are not fully sufficient to cover all
situations that (could) arise (e.g: coal).

The Spanish delegation wants to clarify 7 issues
(although the problem is not limited to these
points).

1) The compulsory insurance applies to stan-
dard maritime traffic not to transiting
ships.

2) Sometimes a ship has no compulsory
insurance ; a coastal state can be negligent
(CLC/1992 Fund).

3) If there is compulsory insurance is there
financial insurance?; will the coastal state
have to pay the claim?

4) Link to the provision of the P&l guaran-
tees.

5) Loss of ship owner’s limitation of liability
due to insolvency; a claimant (and/or the
Funds) can claim from the coastal state
(also without negligence).

6) Intervention authorities, coastal states and
provisional steps (CLC/Funds).

7) Fixed costs to establish a Place of Refuge
and compensation.

CMI

- Spain has made substantial points; the
validity of the points will be examined.

- There is an on going exploration (CMI-
working group) of the problems; they
can't be resolved in a meeting of this size.
There is also the working group of the
IOPC Funds.

Chairman

L-C is associated with the subject of Places of
Refuge.

The first phase is the adoption of the guidelines
(they address the technical aspects!).

As CMI completed the work of
gathering/analysing the information, LEG willgo
back on to the subject.

Provisional comments on the guestions
raised by the Spanish delegation :
[ The Netherlands
- Formalistic approach.
- CLC and Funds convention before nation-
al courts.
0 UK.
- There has to be created a liability system.
- Keep the guidelines under revision.
- Gaps are dealt with as other conventions
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come into force.
0 Denmark
- When the guidelines come into force a lot
of problems will be solved.
- The liability of the Shipowner is not the
liability of a coastal state.
- Fill legal loop holes through ratification.
O France
The L-C regimes are at the moment focussed
on dangerous and toxic goods. Like Spain,
France wants to fill the legal gaps. The regimes
have also to apply on normal/standard
goods/common plain cargo that become dan-
gerous for the ship herself/recent problem with
ships. These situations have to be taken care of.
The use of the guidelines depends on the geo-
graphical position of certain states. The guide-
lines have to facilitate the practical access to
Places of Refuge and not discourage access.
Decision makers have to concentrate on oper-
ational aspects.
O Sweden
The current provisions (CLC and Fund
Convention 1992 are covering the L-C ques-
tion relating to vessels in distress).
O Mexico
The guidelines will be applied differently
depending on the local situation.
U Korea
There are already guidelines on Ithe ship own-
ers’ liability (P&I-club rules).
O Norway
Norway doesn't share the view of Spain and
points out that in the case of insufficient, or no
insurance at all, the Funds will not indemnify
the Coastal state.
0 Indonesia
Indonesia proposes two procedures:
(1) procedure on the designation of ports (2)
procedure on entry Place of Refuge.
0 Germany
No real problem; the current conventions are
applicable to these situations. The LMC and the
HNG (not into force) should ratified ASAP as
they limit the financial risk for Coastal States.
O 10OPS Funds
The funds do apply to the situations consid-
ered; they will be taken in consideration at the
general revision of the conventions.
O Spain
The issues of the gaps in the international sys-
tem are not raised by Spain but argued by this
Committee. As pointed out in paragraph 4,
possible questions will be on the agenda of LEG
and LEG has to deal with these questions. The
paper submitted by Spain is a contribution; it's
not on the validity of the international instru-
ments.
When all the conventions come into effect it
will be a contribution to solve these gaps.

Main conclusions:

- There is a general appreciation for the
ongoing work of the CMI on L-C in con-
nection with Places of Refuge and for the
full proceeds of this work; it is requested

to look at this result when it comes to

this committee.

- There is also the other exercise of the
IOPC-Fund working group. It will be on
the agenda of their next meeting. A revi-
sion will take place on the oil pollution
conventions; also the L-C questions will
be considered there.

- This was a preliminary exchange of views;
CMI continues its own work; when the
CMI information becomes available and
there has been a discussion in the IOPC,
then it becomes clear that further work
has to be done by LEG.

- The technical adoption of the guidelines
must go on ASAP (next month Assembly).

- Other highlights:

« |t is not good to give the impression that
the funds are inadequate at this moment.
They have worked in several practical
situations. We have to be careful it
doesn’t slow down the ratification
process.

« To the extent that there are gaps — it
has to be borne in mind that there are
conventions awaiting ratification
(Bunkers Convention/HNS Conven-
tion/Supplementary funds Convention).
This can solve the problem of the possi-
ble gaps to some extent.

* The recently adopted guidelines on
financial responsibility are to be consid-
ered.

- We have to wait for the extensive work
of CMI and accept the responsibility —
answers have to come from LEG; and we
have to look at the existing conventions in
other working groups (IOPC-Funds).

Annex 2

Resume of the questions tackled during
the combined meeting CLP-PSEMO-
DTF

Place of Refuge
A position paper will be circulated to members

of the two committees + dredging task force
pointing out:

- gaps in the liability system,

- utility of a fund,

- the states’ obligation instead of ports’

obligation.

Each member will be invited to react so that
CLP can present a position paper to CMI in the
November meeting.
Recycling of ships
The MEPC-IMO adopted the guidelines on ship
recycling. Ports must be aware of those but
there is no specific action to do.
Implementation of the ISPS-Code
The question raised was about the port liability
if the security is not implemented.

It appears that an exchange of experience and
knowledge on this question would be valuable
so it was agreed to gather a database with lia-
bility cases and financial consequences.
Advises requested by Geraldine Knat
(DTF) on
1°) Draft procedure for emergency situa-
tions involving the dumping of waste
(prevention of marine pollution).
2°) Updated draft advice concerning the
management of spoilt cargoes (London
Convention 1972).
Green Award
There was also a presentation of an incentive
program concerning 53 seaports, 150 tankers,
33 owners, 15 countries, 20 % of sea borne
crude.
It was suggested that Europe IAPH Secretariat
could be involved in the green award.

Annex 3

Security in_ports

Some confusion between “safety” and “secu-
rity” is recurrent.

“Safety” consists in prescribing steps and
implementing means to avoid accidental hazard
threatening the persons and properties.

“Security” is concerned with the protection
against deliberate trespasses against law and
order.

In essence, harbour managers’ activities are
economic-driven, and their police duties are
specific to the protection of the port facilities
and operation (that is to say to ensure satisfac-
tory ship’s movements and handling and stor-
age operations).

As a general rule, port police are not judicia-
ry police officers, that is they have no authority
to conduct investigations, to arrest people and
effect identity checks.

It should be specified that the port managers
are not responsible for the custody of the
goods, which is under the responsibility of the
goods owners, and trespasses against property
are within the scope of public security, which
the State is responsible for.

“Security” is a duty of the State whereas
“Safety” is under the responsibility of the port
manager. This is a significant difference since it
has an effect on the funding plan and responsi-
bility for the operations.

Where on the State request a port authority
provides security-oriented arrangements, the
burden of the work completed and of the
inspections should normally be paid using the
taxpayer’s money. This is also true as far as lia-
bility is concerned. The consequences of any
failure in the inspections performed to protect
security should be paid by the State. In most
countries, the protection of public security is a
state’s duty.
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3rd Pan African Ports
Conference
IAPH Africa/Europe
Regional Meeting

December 9-11, 2003, Douala, Cameroon

i i

2003 PAPC Report

Nicole Nesse
Director of Competitiveness
Coordinator of the Organization Committee
for the 3rd Pan African Ports Conference.

HE 3rd Pan African Conference
I and the IAPH Europe/Africa
regional meeting were held with
tremendous success in Douala,
Cameroon, from December 9 to 11, 2003.
An impressive welcoming system
consisting of selected hosts and host-
esses had been set up as soon as
Friday December 5 at Douala
International Airport to welcome the
representatives arriving from all over
the world. As soon as they deplaned,
the delegates were escorted to a wait-
ing lounge and driven to their hotel
once the immigration formalities had
been complied with.
After becoming acclimatized to the
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warmth of Cameroon’s economic capi-
tal, the delegates went to work for 3
days starting on December 9.

The opening and closing ceremonies
were the highlights of the event under
the presidency of His Excellency, the
Transport Minister of Cameroon. These
ceremonies went on in a festive atmos-
phere with the participation of several
dance and entertaining troupes.

Several speeches were given by the
main participants in the event, includ-
ing Mr. Alphonse Siyam Siwe, General
Director of Douala Autonomous Port;
Mr. Siyabonga Gama from South-Africa,
PAPC President; Mr. Pieter Struijs,
IAPH President; and Mr. John Begheni
Nde, Transport Mini